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Applied College
Diploma Cybersecurity

College Applied College

Program Cybersecurity

Degree Intermediate Diploma

Study mode On-campus - Full-time

Language of instruction RaVg:1[e

Credit hours 78 hours

Duration of study 2 and a half years

The Cybersecurity Diploma program aims to provide students with high-quality education in cybersecurity and
digital forensics, encouraging them to explore knowledge, engage in continuous learning, and deliver professional
services while interacting with the community. The program focuses on hands-on training through multiple
Program description partnerships with cybersecurity sectors, equipping graduates with the latest scientific and technological
advancements in the field. Students are also prepared for lifelong learning in all professional aspects through
accredited certifications or further higher education. The curriculum includes both theoretical knowledge and
practical applications, with an emphasis on the legal, ethical, and social principles associated with cybersecurity.

To prepare specialized professionals in cybersecurity with the knowledge and skills necessary to protect systems
and information from cyber threats, emphasizing innovation and continuous learning.

Program objective

Provide students with fundamental knowledge in cybersecurity and digital forensics.
Develop students' skills in identifying, analyzing, and mitigating cyber threats.
Enhance students' capabilities in using modern tools and technologies in cybersecurity.
Prepare students to adhere to legal, ethical, and social principles in cybersecurity.
Encourage continuous learning and obtaining accredited certifications in cybersecurity.

Program goals

The program is designed for high school graduates interested in specializing in cybersecurity, as well as individuals

Target audience .. : : o . : :
g working in IT fields who seek to enhance their skills in securing systems and information.

Government and private institutions that rely on digital systems, IT companies, financial and banking sectors, as

Beneficiaries .
well as entrepreneurs and technology business owners.
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